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National Institute of Electronics and Information Technology, Kohima, Nagaland 

Ministry of Electronics and Information Technology, Government of India 
Meriema, New High Court Road, Kohima, Nagaland - 797001 

Website: https://nielit.gov.in/kohima/index.php 
 

Recruitment 
 Advt. No.: NIELIT/KMA/04/31/20-Proj(CFTIL) 

 

 Details of eligibility qualifications required for each position 
 

Sl. 
No. Name of the Post No. of Post Essential Qualification & Experience  Age Limit  

Monthly 
Remuneration 
Consolidated  

(in ₹) 

1. Senior Forensic 
Analyst 1 No. 

Educational Qualification:  
BE / B.Tech (IT/CSE) / MCA / DOEACC B level  
 

With at least 5 years of working experience in Digital Forensics 
domain. Must have handled cyber-crime cases of various types and 
at least one mandatory international certification on digital forensics 
of GCFA, GCFE, CHFI etc. and some commercial tools certifications 
like FTK, EnCase, UFED, MSAB XRY etc. 
 
Desirable: In-depth knowledge of handling of crimes relating to 
Computer Forensics, Multi-media Forensics, Network Forensics, 
Mobile Forensics, Malware Analysis etc. 

Max 45 
yrs. 

₹ 55,000-60,000/- 
pm 

2. Junior Forensic 
Analyst 1 No. 

Educational Qualification: 
BE / B.Tech (IT/CSE) / MCA / DOEACC B level  
 

Desirable: Certificate in the relevant field, having working 
experience in the field of Digital Forensics domain with the ability to 
perform first responder procedure, acquisitions methods, triage and 
incident response. 

Max 35 
yrs. 

₹ 30,000-35,000/- 
pm 

https://nielit.gov.in/kohima/
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3 Cyber Security 
Analyst 1 No. 

Educational Qualification:  
First Class B.E / B.Tech / MCA / B-Level or equivalent degree in 
Computer Science / Information Technology / Electronics & 
Communication with  4 years of Post Qualification work experience 
in relevant areas 
Desirable  
• Cyber security certification  
• Strong cyber-security and awareness skills  
• Familiarity with Unix, Linux, and Windows operating systems  
• Knowledge of gathering information from both external and 

internal sources to analyze cyber threats and report  
• Identifying current and emerging technology issues including 

security trends, vulnerabilities, and threats, pen test  
• Configuration of Firewall  
• Configuring network & systems, VPN to enhance existing 

security features. 
• Hands-on scripting languages would be an added advantage 
• Strong communication skills and decision-making skills 
• Should have good knowledge in networking concepts 
• Having knowledge in cyber security frameworks NIST, COBIT 

and ISO27001 

Max 45 
yrs. 

₹ 55,000-60,000/- 
pm 

4 Senior Teaching 
Faculty 1 No 

First Class B.E / B.Tech / MCA / B-Level or equivalent degree in 
Computer Science / Information Technology / Electronics & 
Communication with  3 years of Post Qualification work experience 
in teaching and training activities. 

Max 45 ₹ 25,000-30,000/- 
pm 

 


